
LOST INNOCENCE 
After a series of disasters, a young girl and two siblings from rural Cambodia, losing her mother to cancer 
and her father no longer employed, decides to quit school to support the family. Her life seems to have 
no meaning, and she gets caught up in an online romance with a terrible twist of fate. All over the world, 
the threat of online child exploitation is at an all-time high. 
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TRAFFICKING INDICATORS:
	▶ Receive unsolicited sexually explicit content, 

such as images, videos, or messages.
	▶ Threats to expose intimate images or videos 

to friends, family, or colleagues unless they 
comply with demands.

	▶ Demands money, gifts, or other favors from 
the victim in exchange for not releasing sexual 
content.

	▶ The blackmailer may impersonate someone 
the victim knows or trusts, such as a friend, 
family member, or romantic partner, to access 
the victim’s sensitive information.

	▶ Manipulation to share more explicit content or 
personal information.

	▶ Using emotional exploitation to make the 
victim feel guilty or threatened, compelling 
them to comply with the demands.

	▶ Isolation of the victim by discouraging them 
from seeking help or confiding in others.

SOME SIGNS THAT SOMEONE COULD SOON BE (OR IS ALREADY) A VICTIM OF SEXTORTION: 

	▶ Appearing with unexplained gifts/possessions 
that cannot be accounted for

	▶ Seems upset or withdrawn after using the 
internet or texting

	▶ Breakdown of relationships - isolated from 
peers/friends and not mixing with usual 
friends - becoming estranged from family/
friends

	▶ Changed physical appearance - lost weight, 
wearing more/less makeup

	▶ Changes in temperament - starts to become 
moody, aggressive, or withdrawn

	▶ The child has lots of new phone numbers, 
texts, or email addresses

	▶ Displaying secretive behavior when asked 
what they are doing.

	▶ Excessive receipt of texts/calls
	▶ Excessive use of mobile phone, gaming 

console, or other electronic device
	▶ Leaving home without explanation and going 

‘missing’ for periods of time or regularly 
returning home late

	▶ May be providing commercial sex
	▶ Problems sleeping or eating (demonstrating 

anxiety)
	▶ Signs of unexplained physical harm
	▶ Skips school or starts being disruptive in class

	▶ Threats to damage the victim’s reputation, 
exposing their secrets, or harming their 
personal and professional life.

	▶ Gained access to the victim’s private 
information or accounts, leading to the 
possession of intimate content.

	▶ Gathering information about the victim 
through online stalking, such as social media

	▶ Use of manipulative language, such as 
gaslighting or victim-blaming, to make the 
victim feel responsible for the situation.

	▶ Sextortion may be motivated by revenge or 
malicious intent, such as a former partner 
seeking to harm the victim.

	▶ Victims may be threatened over an extended 
period.

To report child sexual abuse, call (855) 092 311 511. If a child is in immediate danger, please 
call the police on 1288.
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